
  

                                                                                    
                                                                                             
 

A.D. Patel Institute of Technology 
New Vallabh Vidyanagar 

“CYBER SECURITY WORKSHOP” 

(Under the Banner of SEDGs Cell, IIC, Sardar House) 

❖ Date: 04/10/2024 

❖ Time: 4:30 am Onwards 

 
❖ Institute:  A.D. Patel Institute of Technology 

 

❖ Venue: Idea Lab 
 

❖ Coordinator:  Sahal Shaikh & Harsh Patel 
 

❖ Convener: Dr. Manisha Makwana 

 
❖ Banners (Support from any Committee/ Societies) 
 

Sr. 
No. 

Name of Committee(s) Name of Co-coordinator/Mentor/Counselor 

1 SEDGs Cell, Sardar House, IIC Sahal Shaikh & Harsh Patel 

❖ Delegates: 

Sr. 
No 

Name of the Speaker Designation and Short Introduction of Speaker 

1 Rishiraj Paramar 
Independent Security Researcher and  
Founder of Cyber Security Club-ADIT 

2 Aditya Patel  
Independent Security Researcher and 
President of Cyber Security Club-ADIT 

 

❖ No. of Students Participants: 123 
 

❖ No. of faculty Participants: Nil 

 
❖ Event Description: An essential workshop by Sardar Patel House collaboration with Cyber Security 

Club of ADIT on Anonymity was held on  4th October, 2024 at 4:30 pm in Idealab. A session on 
anonymity was conducted, focusing on the importance of online privacy and protecting digital identities. 
The session began by explaining privacy as the control over personal information and anonymity as the 
state of concealing one’s identity. Both were highlighted as crucial for protecting against identity theft, 
enabling free speech, and avoiding surveillance. 
 

❖ Participants learned about the digital traces left behind while browsing the internet, such as IP 
addresses, cookies, and search history, and how these can compromise anonymity. Different types of 
correlation attacks were introduced, including Correlation Fingerprinting, Timing, and Counting attacks, 
which analyze patterns in encrypted traffic to link users to specific online actions. 



 

❖ Mitigation strategies were discussed, such as avoiding the use of Tor or VPNs on monitored networks, 
using public Wi-Fi instead, and layering protection by combining VPN and Tor. Additionally, the session 
explored TailsOS and Kodachi OS, two privacy-focused operating systems that enhance anonymity by 
routing traffic through Tor and encrypting communications. 
 

❖ Overall, the session emphasized the importance of understanding the risks to anonymity and provided 
tools and methods to mitigate those risks effectively. 

 

❖ Objective: Informing students about the concept of Cyber Security and the Cyber Security Club-ADIT. 
 

❖ Outcomes: Students were introduced to the concept of Cybersecurity like Traces, Anonymity, etc. 

 
❖ Expenditure: NIL 

 
❖ Photographs:       
       Brochure / Banner 

 

 
 



 
 
 

 



 
 
 

 
 



 
 
 

 
❖ List of Participants:  

 





 
❖ Name and Sign of the Committee Members:  

 



 

 
 
 
 
 
 
 
 
 
 
 
 

------------- END OF REPORT ------------- 


